# **Zasady korzystania z internetu**

1. Każda treść i materiał zamieszczone w internecie pozostają w nim na zawsze. Nawet usunięcie wiadomości lub zdjęcia nie daje gwarancji, że materiał nie będzie mógł być odtworzony lub rozpowszechniony przez inne osoby w przyszłości.

Pamiętaj: ponosisz odpowiedzialność za wszystko, co wprowadziłeś do sieci!!!

1. Za treści rozsyłane z prywatnych komputerów i telefonów ponosi odpowiedzialność właściciel danego sprzętu. Szkoła nie ponosi odpowiedzialności za prywatną korespondencję uczniów ani rodziców.

Uwaga: jeśli udostępnisz swój sprzęt innej osobie albo zostanie Ci on skradziony – nadal odpowiadasz za wszystkie treści wysłane z Twojego sprzętu. Dlatego nie wahaj się i zgłoś na policję każdy przypadek kradzieży, hakowania lub zaginięcia Twojego sprzętu elektronicznego, włamania na Twoje konto lub przejęcia Twoich danych.

1. Zakazane jest rozpowszechnianie czyichś danych osobowych za pośrednictwem internetu lub telefonu. Dotyczy to: danych dotyczących miejsca zamieszkania, daty urodzenia, numeru pesel, zdjęć, nagrań głosu, prac autorskich, członków rodziny, miejsca pracy. Udostępnianie danych osobowych, w tym zdjęć danej osoby, wymaga jej pisemnej zgody (w przypadku osoby niepełnoletniej zgodę wyraża rodzic lub opiekun).
2. Przynależność do grup w komunikatorach internetowych jest Twoją prywatną decyzją – Ty decydujesz, do jakiej grupy należysz. Również Ty możesz zdecydować, jak duża jest to grupa. Zalecane jest ograniczanie liczby osób w grupach. Zawsze miej pewność, że znasz osoby, z którymi korespondujesz i które są wraz z Tobą w grupie.
3. Nie należy wchodzić w kontakty internetowe z osobami nieznanymi – można w ten sposób narazić się na niebezpieczeństwo lub nawet na współudział w zorganizowanych grupach przestępczych. Nie wysyłaj nieznanym osobom w internecie żadnych zdjęć ani pieniędzy.
4. W internecie zakazane są i prawnie ścigane: obrażanie innych, prześladowanie, nękanie, wyzywanie, grożenie, używanie wulgaryzmów, wszelkiego rodzaju przemoc lub namawianie do niej. Nawet jeśli osoba winna nie poniesie odpowiedzialności za takie czyny od razu – może ją ponieść za kilka a nawet kilkanaście miesięcy lub lat.
5. Nie wszystko, co jest zamieszczone w internecie, jest prawdziwe – bądź krytyczny i ostrożny wobec treści internetowych, sprawdzaj je i porównuj z dobrymi źródłami wiedzy.
6. Chroń swój sprzęt elektroniczny, aktualizuj oprogramowanie, korzystaj z oprogramowania antywirusowego. Nie udostępniaj własnych haseł do prywatnych kont innym osobom.
7. Pamiętaj – nic nie zastąpi Twoich kontaktów z ludźmi na żywo. Jeśli chcesz wyrazić wobec kogoś podziw, uznanie, krytykę, oburzenie lub zdziwienie – po prostu powiedz to danej osobie wprost.
8. Bądź odpowiedzialny za swoje czyny i szanuj innych! – wówczas internet będzie dla Ciebie przydatnym narzędziem, a nie zagrożeniem.